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Abstract

Analog modulation has served us very well over the years. Dig-
ital modulation is an improvement over analog modulation because
it provides better bandwidth utilization over analog modulation, less
power for signal propagation, it is natural for packet transmission,
forward error correction, automatic repeat request, encryption, com-
pression, and signal transformation so that it looks like noise to the
adversary. Digital wireless communication is an enormous area that
is rapidly growing. Digital communication is a field in which theoret-
ical ideas have had an unusually powerful impact on system design
and practice. In this research paper we provide a digital modula-
tion algorithm for efficient transmission based on circular probability
distribution theory. Key Words; Digital modulation. Forward Error
Correction, Digital Transmission,Amplitude Shift Keying ,Frequency
Shift Keying,Phase Shift Keying.

1 Introduction

The digital communication industry is an enormous industry that is rapidly
growing. Digital communication is a field in which theoretical ideas have
had an unusually powerful impact on system design and practice [1]. In
Digital modulation the message signal is in the digital form and the carrier
wave is in sinusoidal form. In this technique the Amplitude, Frequency or
Phase of carrier varies according to the message (Baseband) signal. The
three hasic types of digital modulation are: Amplitude shift keying (ASK),
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where only the amplitude of the carrier is changed in response to the in-
formation (baseband) to be transmitted, and everything else is kept fixed.
Thus bit 1 is transmitted by a carrier of one particular amplitude and bit 0
is transmitted by a different amplitude but the frequency and phase remain
the same regardless if bit 1 or bit 0 are being transmitted. On Off Keying
(OOK) is considered to be a special case of amplitude shift keying. In the
frequency shift keying the carrier frequency is different for transmitting a
0 bit than transmitting an 1 bit.

__ [ sin(2mfit) for bit 0
) = { sin(27rf;t) for bit 1 (1)

In the phase shift keying the phase of the sinusoidal carrier changes
according to the transmitted information. Thus when a 0 bit is transmitted
the phase of the sinusoid is shifted by = radians. Thus

_ sin(2wft)  for bit 1
s(t) = { sin(2mft+7) for bit 0 @)

Amplitude shift keying is combined with phase shift keying to create
hybrid modulation such as the quadrature amplitude modulation (QAM).
In communication systems the three important parts are the baseband (in-
formation to be transmitted), the medium (various types of wired trans-
mission, or wireless), and the carrier signal [2-10]. The carrier is a function
of the medium and the communication requirements. The medium dictates
the type of carrier to be chosen. Except for cases like the Pulse Code Mod-
ulation where there is no carrier and the information and transmission are
both digital, usually when we talk about a digital communication system
we talk about digital information over an analog medium. Analog signals
today are the music and voice transmitted via AM and FM radios, just
about everything else is digital.

2 Background Information

Often times communication systems are placed in one of three categories,
namely: power efficient, or bandwidth efficient, or cost efficient. Power
efficient related to reliably send information at the lowest realistic level.
Bandwidth efficiency is the ability to transmit the maximum amount of
data at the minimum bandwidth possible. Cost efficiency is the ability to
produce a communication system at the lowest price possible. Power effi-
cient becomes a critical factor in the designing of hand held cellular phones,



and tablets, because they have to run on batteries. Cost is also of high pri-
ority so that more users can afford to buy them. These systems are not
bandwidth efficient. In the case of digital microwaves radios for example,
the highest priority is low bit error rate and bandwidth efficiency. Power
is not a problem since they have plenty of power available, receiver cost is
also not of great concern since they do not need to built a relatively large
number of them, With the increase of communication systems competing
for using the radio frequency spectrum, the radio spectrum has become very
valuable and operators who do not use the spectrum efficiently could lose
their existing licenses or lose out in the competition for new ones. Digital
modulation has the advantage over analog modulation because it provides
quick system availability, better communication quality, since it includes
forward error correction and automatic repeat request, better bandwidth
utilization and therefore more information capacity, higher data security,
and authentication. In general analog transmitters and receivers are simpler
than digital transmitters and receivers. Since digital transmitters are more
complex than the analog ones they are more difficult to design, build, and
test. Digital modulation has recently dominated communications. with
the most popular modulation methods QPSK (Quadrature Phase Shift
Keying), FSK (Frequency Shift Keying), MSK (Minimum Shift Keying),
and QAM (Quadrature Amplitude Modulation). Multiplexing is a feature
in many new digital systems. The most dominant multiplexing methods
are TDMA (Time Division Multiple Access), and CDMA (Code Division
Multiple Access), which allow to different signals to be separated from one
another. The signal bandwidth for the communication channel depends on
the symbol rate rather than the bit rate. In the BPSK (Binary Phase Shift
Keying) which is used in the deep space telemetry, cable modems, and pag-
ing a symbol consists of one bit, the transmitted bit is 1 if the phase is 0,
and O if the phase is 7. In the QPSK (Quad phase shift keying), a symbol
consists of two bits 00 at §, 10 at 5+ 7, 11 at 47 01 at %’ +. These sys-
tems are used by Satellite, CDMA, NADC, TETRA, PHS, LMDS, DVB-S,
cable modems, and TFTS. used by 8PSK satellite and aircraft.16 QAM
used by microwave digital radio, modems, DVB-C, DVB-T, 32 QAM used
by terrestrial microwave, 64 QAM used by DVB-C, modems, broadband
setup boxes, MMDS, and 256 QAM used by modems, DVB-C, and Digital
Video. Wireless communications is very widely used. From the infrared
wireless transmission used as a remote control to change the television
channels, to television, radio, wireless telephony, wireless networks, robot
communication, satellite communication, and so many other applications,
military and civilian. To accommodate all these digital wireless commu-
nication application there is a large number of modulation methods and
wireless communication protocols. The IEEE 802.11 wireless transmission
protocol includes several standards. Some of these standards are 802.11n
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The function f(8) is positive in its domain, and integrates to 1, therefore
it is a probability density function. The first moment is:
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from the above equation we have:
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therefore the points

m
O=b6o+ 15
iy
b=t -2

are points of inflection. Which means that f(8) is bell shaped with the
mean and the mode at 6, and is symmetric about 8y.

The parameter a in the above circular probability function is inversely
proportional to the noise. The higher the noise the smaller the parameter
a. When the parameter a = %then the domain of the circular distribution
is g —m < 6 < 6y + 7 and covers the full circle. On the other hand
when the parameter a=2 then 6y — 7 < 8 < 6y + § and for larger values
of the parameter a the probability distribution converges to a Dirac delta
function.

Theorem 2. Let ¢ be any angle in the interval [fo — J,600 + &) Let 6
be a random variable with probability density function f(6) then the:

_ o 1 a¢ : sin(2a¢)
PO > 6 +60) =p(6 < 60 — §) = 5 — £ - TT200) (19)
Proof
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The above theorem has applications in calculating the probability of phase
shift due to noise in the various digital modulation schemes. Thus the
binary phase shift keying if the transmitted bit is 1 the phase is 0. If due
to noise there is a shift in the phase in the positive or negative direction by
more than I then the demodulator would register the transmitted bit as
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0. The probability for that to happen is P((8 — 6 < —0.57) + P(0 — 6p >
0.5m) = 2% (0.5(1 — a) — 21y For a=0.5 this probability is 2 * (0.25 —
1/(27)) and the probability for a shift in either direction is 0.5—1/m, for a=
1 the probability is 0. In the QPSK (Quad phase shift keying), a symbol
consists of two bits 00 at §, 10 at £ + 5, 11 at § 4 m 01 at %" + . If
there is a shift greater than 7 either in the positive or negative direction
due to noise then the decoder will register the incorrect symbol. Thus the
probability for the decoder to register the incorrect symbol is: P((8 — 6y <
—0.257) + P(6 — 0 > 0.257) = 2.0 * (0.5 — & — 22(0:5a7)) Por 50,5 this
probability is P((6—8y < —0.257)+ P(8—6p > 0.257) = 2(%—-}%), for a=1
P((8—6p < —0.25m)+ P(8—8o > 0.257) = 2(0.5—0.25—-5-) =0.5—1. and
for a= 2 we have P((# — 8y < —0.257) + P(6 — 6o > 0.257) = 0. For every
increase in the number of bits per symbol by one, the angle between two
symbols decreases by % Thus if we transmit symbols with 3 bits each, the
first symbol consists of the 3-bits 000, the second symbol which is 45 degrees
to the left of the first symbol on the circle is 001, the third symbol which 45
degrees to the left of the second symbol is 011, and so on until all 8-symbols
are placed on the circle. The probability of shifting during transmission
increases as the number of bits per symbol increase. Thus our approach is
to detect the number of errors during transmission and as these number of
errors increase to reduce the number of bits per symbol transmitted until
the number of transmission errors decreases and the throughput increases.
The analytics we provide here could be programed in a DSP, or an FPGA,
or be part of any ASICS, and can be used to find the optimal number of
bits per symbol to be transmitted and keep adjusting real time.

4 Conclusion and Future Work

Digital wireless communication is enormous area that is rapidly growing.
Digital communication is a field in which theoretical ideas have had an un-
usually powerful impact on system design and practice. Digital communica-
tion takes better advantage of the bandwidth than analog communication,
it requires less power than analog to transmit. It is however far more so-
phisticated than analog transmission, and it is a software hardware problem
in the category of client, server. The advantage of that is, that it could in-
clude forward error correction and automatic repeat request, compression,
and cryptography. The signal can be compressed and treated digitally in a
way that during transmission has the statistical signature of noise, so when
intercepted the adversary thinks that it is noise. More work is needed in
this area to get a better understanding of the noise sources, their effect
on the transmitted signal, and ways to overcome them. The most difficult
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thing is to reproduce in the laboratory all the noise factors and their effect
on the transmitted signal. Our theory leads to a real time algorithm that
can be embeded on a chip for real time adjustment of the number of bits
per symbol to be transmitted, and thus provide more efficient modulation.
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